AN ADDITION tO:
SECTION 105626.23 – motorized MOBILE STORAGE SHELVING (spaceSaver “eclipse pOWERED SYSTEM®”)

“part 1 – PRODUCTS





1.5  ACCESSORIES (CONSULT WITH YOUR STORAGE SPECIALIST)


A. [Touchpad Module Control on a Stationary Unit:  Provide a 10-digit touchpad control with display and audit trail capability to be located on a stationary platform in conjunction with each carriage having a standard control on a mobile system to control all the carriages in the system module with an easy-to-read 2x20 character LCD status display, PIN-code security, an internal real-time clock and a clear record of access.  Touchpad shall permit: multiple (up to 512) unique PIN-codes with multiple (up to 256) unique security classes, PIN access to be limited to specific days of the week or time of day, and PIN access to be set to expire at a specific date and time.  Touchpad control shall permit the transfer of access data (audit trail) to a touchpad PC interface software program which shall permit an authorized administrator to work with access data in spreadsheet format, to establish security classes, to assign security classes and PIN-codes to users, and to make updates as security requirements change.  PC interface software installation and setup and touchpad setup shall be required.  The mobile system with a touchpad module control on a stationary unit shall also be equipped with a hardware on/off control to, with PIN-code authorization, permanently shut down or restore power to the system, preventing unintentional power ups.]
B. [Touchpad Module Control on a Mobile Carriage:  Provide a 10-digit touchpad control with display and audit trail capability to replace one standard push button control on a mobile carriage to control all the carriages in the system module with an easy-to-read 2x20 character LCD status display, PIN-code security, an internal real-time clock and a clear record of access.  Touchpad shall permit: multiple (up to 512) unique PIN-codes with multiple (up to 256) unique security classes, PIN access to be limited to specific days of the week or time of day, and PIN access to be set to expire at a specific date and time.  Touchpad control shall permit the transfer of access data (audit trail) to a touchpad PC interface software program which shall permit an authorized administrator to work with access data in spreadsheet format, to establish security classes, to assign security classes and PIN-codes to users, and to make updates as security requirements change.  PC interface software installation and setup and touchpad setup shall be required.  The mobile system with a touchpad module control on a mobile carriage shall also be equipped with a hardware stationary control to, with PIN-code authorization, permanently set a carriage to a stationary locking the entire system with closed aisles or splitting the system module in two [or a hardware on/off control to, with PIN-code authorization, permanently shut down or restore power to the system, preventing unintentional power ups].]
C. [Touchpad Carriage Control:  Provide a 10-digit touchpad control with display and audit trail capability to located on each of the carriages and each controls its own carriage with an easy-to-read 2x20 character LCD status display, PIN-code security, an internal real-time clock and a clear record of access.  Touchpad shall permit: multiple (up to 512) unique PIN-codes with multiple (up to 256) unique security classes, PIN access to be limited to specific days of the week or time of day, and PIN access to be set to expire at a specific date and time.  Touchpad control shall permit the transfer of access data (audit trail) to its own touchpad PC interface software program which shall permit an authorized administrator to work with access data in spreadsheet format, to establish security classes, to assign security classes and PIN-codes to users, and to make updates as security requirements change.  PC interface software installation and setup and touchpad setup shall be required.  The mobile system with a touchpad module control shall also be equipped with a hardware stationary control to, with PIN-code authorization, permanently set a carriage to a stationary locking the entire system with closed aisles or splitting the system module in two [or a hardware on/off control to, with PIN-code authorization, permanently shut down or restore power to the system, preventing unintentional power ups].]
D. [Touchpad LCD Control: Provide a 10-digit touchpad control with display to be located on one or more of the carriages and each controls its own carriage with an easy-to-read 2x20 character LCD display.  PC interface software installation and setup and touchpad setup shall not be required and a default PIN-code shall be available to turn the system on and off or make that specific carriage a stationary unit.]
E. [Touchpad Stationary Control:  Provide a 10-digit touchpad control to be located on one of the carriages within a module and it controls its own carriage with an easy-to-read 2x20 character LCD display, along with providing a hardware stationary control of that carriage.  The hardware stationary control shall mounted on the extreme carriage (far left or far right) to lock the entire system with closed aisles [or on any center carriage to effectively split the system into two]. The carriage can only be locked and unlocked in this way by using a PIN-code.  PC interface software installation and setup and some touchpad setup shall be required.]  
F. [Touchpad On/Off Control:  Provide a 10-digit touchpad control to be located on one of the stationary platforms or carriages within a module and controls its own carriage with an easy-to-read 2x20 character LCD display, along with providing a hardware on/off control for the system.  The hardware on/off control shall use a PIN-code to shut down or restore power to the system, preventing unintentional power-ups. PC interface software installation and setup and some touchpad setup shall be required.]
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